The general and service conditions declaration
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The following relates to information governance as well as DSPT
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Extract from QIO NHS Standard Contract contractors with Primary Eyecare Services Ltd
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All practices delivering services as subcontractors to
Primary Eyecare Services (PES) are required to abide by the
PES policy pack as a condition of delivering the service.
Subcontractor practices understand that the questions in
this checklist are additional practice-specific questions
which complement PES policies.

433/sC4
Health and Safety policy
5/GC5
HR policy incorporating the principles of good employment
practices
5/GC5.4

Annual check to confirm that all performers are registered
on the national performers list

5/GC5.4
The subcontractor practice, and all professional staff
providing the service, have and maintain professional
indemnity insurance

5/GC5.4

The subcontractor’s staff who perform the clinical services
have and maintain clinical negligence insurance

5/GC5.4

Equal opportunities policy in place
5/GC5.1

DBS checks have been carried out
21/GC21

Do you understand the requirements of Freedom of
Information Act (FOIA), Data Protection Act (DPA),
Environmental Information Regulations 2004 (EIR), Human
Rights Act 1998 (HRA), and also understand the common
law duty of confidentiality

21/GC21

Subcontractor has demonstrated satisfactory compliance
as defined in NHS DSPT as applicable to the Services

323/5C32

Subcontractors audit staff safeguarding requirements
annually
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1115
Practice has an up to date information governance policy?

1115

Information governance and data polices signed off by
senior staff member?
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1115

Information governance and data policies have been shared
with all staff members?

1116
Do staff and practice owners have confidentiality clauses in
their contracts of employment or as an additional
undertaking?

1116
If yes: Example confidentiality contract clause?

11116

Audit of all staff with access to patient data and if they have
a confidentiality clause?

1116
Date of last staff access audit review
117
IG policies read and implemented by all staff
117

Date of last training audit (policies read and implemented)

11-209
Is patient data retained in UK countries?

11-209
If no: If data is transferred outside the UK then are all
transfers examined and mapped?

11-209
Date of last patient data country review

1212

Is there evidence of guidelines on seeking patient consent
to use their information?

1212
Name of staff member who approved the guidelines?

1212

Confirm that staff are aware of guidelines e.g. staff
signature sheet

1212
Date of last patient consent guideline review
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1214
Staff confidentiality code of conduct available?

1214

Name of staff member who approved the confidentiality
code of conduct

1214

Confirm that staff have been made aware of confidentiality
code of conduct e.g. staff signature list

1214
Date of last confidentiality code of conduct review

1318
Do you hold a record of staff use of mobile computing
devices
1318

Evidence of guidance provided to staff who use mobile
computing devices

11318

Evidence that staff are aware of the guidelines around the
use of mobile computing devices

1-319
Has the practice conducted a business impact analysis?

11-320
Person for responsibility for information security

11-320
Date of last incident management review

11321

Does the practice have a policy on Information Security
Assurance?

11321

Is there a staff signature sheet showing all staff have read
the policy on Information Security Assurance?

1-321
Are all staff aware of where the policy is stored?





